CSA EXxpert
Relocation — Database Backup

A. Installation of SQL Server Express

1. Download the SQL Server Express from Microsoft.com then run it.
2. Select “Download Media”.

What's New? © - X

SQL Server 2016 with SP1
Express Edition

Select an installation type:

Custom Download Media

3.  Select language, download location and package “Express Core”.
4. Double-click the downloaded file to start installation.
5. Click “Installation” on the left side.
6. Select “New SQL Server Stand-alone installation or add features to an existing installation” on the right side.

% SOL Server Installation Center — O *

Planning MNew SOL Server stand-alone installation or add features o an existing installation
h Launch a wizard to install SOL Server 2016in a non-clu&d environment or to add
features to an existing SOL Server 2016 instance.

Maintenance
Install 501 Server Management Tools

Tools Launch a downlead page that provides a link to install SGL Server Management Studio,
Resources S0L Server command-line utilities (SQLCMD and BCP), SQL Server PowerShell provider,
SQL Server Profiler and Database Tuning Advisor. An internet connection is required to
Options install these tools.
T e e -
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7.

8.

Accept the License Terms, then click [ Next > ] to continue.

W SOL Serve - [m] X
License Terms
To install SQOL Server 2016, you must accept the Microsoft Software License Terms.
License Terms -
MICROSOFT SOFTWARE LICENSE TERMS
Global Rules
Microsoft Update MICROSOFT SQL SERVER 2016 EXPRESS

Product Updates
Install Setup Files

Install Rules

Feature Selection

Feature Rules

Feature Configuration Rules
Installation Progress

Complete

These license terms are an agreement between Microsoft Corporation (or based on where you
live, one of its affiliates) and you. Please read them. They apply to the software named above,
which includes the media on which you received it, if any. The terms also apply to any
Microsoft

* updates,

« supplements,

s Internet-based services, and

s cunnort cenvices

| accept the license terms.

SOL Server 2016 transmits information about your installation experience, as well as other usage and
performance data, to Microsoft to help improve the product. To leam more about SQL Server 2016 data
processing and privacy controls, please see the Privacy Statement.

=3 2
Copy  Print

< Back Next > % Cancel

T 5QL Server 2012 Setup - o X
Product Updates
Always install the latest updates to enhance your SQL Server security and performance.
License Terms
Include SQL Server product updates
Product Updates
Install Setup Files Mame Size (MB) More Information
SOL Server 2072 5P1 GDR Setup .. |22 KE 2793634
1 updates (22 MB) found online.
The Setup updates (22 MEB) will be installed when you click Next.
Read cur privacy statement online
Learn more about SOL Server product updates
< Back Next » I} Cancel
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Select “Product Updates”, check the box “Include SQL Server product updates”, then click [ Next > ].
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9.  Afterinstallation of updates, click [ OK ] at the prompt to continue.

% SQL Server 2012 Setup -

Install Setup Files

SQL Server Setup will now be installed. If an update for SQL Server Setup is found and specified to be included, the
update will also be installed.

License Terms

Product Updates

SQL Server Setup files are being installed on the system.
Install Setup Files

Task Status
Scan for product updates Completed
ST | P ——

Computer restart require

@B One or more affected files have operations pending. You must restart your computer after the setup

L

processis completed.

By

Install Cancel

10. In “Feature Selection”, click [ Select All ] to install all SQL Express features.

T SOL Server 2016 Setup

Feature Selection

License Terms

Global Rules

Microsoft Update

Product Updates

Install Setup Files

Install Rules

Feature Selection

Feature Rules

Instance Configuration
Server Configuration
Database Engine Configuration
Feature Configuration Rules
Installation Progress

Complete

Select the Express features to install.

Features:

Instance Features

atabase Engine Services
SQL Server Replication
Shared Features
S0L Client Connectivity SDK
Redistributable Features

- ] X

Feature description:

The configuraticn and operation of each -
instance feature of a SOL Server instance is
isolated from other SOL Server instances. SQL
Server instances can operate side-by-sideon v

Prerequisites for selected features:

Already installed: -
Windows PowerShell 3.0 or higher

.. Microsoft Visual Studin 2010 Redistributahle
4 >

Disk Space Requirements

Drive C: 1058 MB required, 1289 MB available

@ Unselect All
L o

g
Instance root directory:

|C:\P rogram Files\Microsoft SOL Server\, |

Shared feature directory:

|C:\Program Files\Microsoft SOL Server |

Shared feature directory (x86): C:\Program Files (x86)\Microsoft SQL Server\

< Back Next > Cancel

Relocation — Database Relocation

Click [ Next >] to continue.
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11. In “Instance Configuration”, keep the pre-defined settings, just click [ Next> ] to continue.

5 5QL Server 2016 Setup - O X

Instance Configuration

Specify the name and instance D for the instance of SOL Server. Instance ID becomes part of the installation path.

License Terms () Default instance
Global Rules.

Microsoft Update
Praduct Updates

(® Named instance: ‘SQLE}(FNESS |

Install Setup Files Instance ID: ‘quEprEss |
Install Rules

Feature Selection
Feature Rules SOL Server directory:  C\Program Files\Microsoft SOL Server\MSSOL13.50LEXPRESS
Instance Configuration

Installed instances:
Server Configuration

B e G e Instance Mame Instance D Features Edition Version
Feature Configuration Rules
Installation Progress

Complete

< Back Next > b Cancel

12. In “Server Configuration”, set “Startup Type” of “SQL Server Database Engine” and “SQL Server Browser” to
“Automatic”.

13. Go to the “Collation” tab.

- [m]
Server Configuration
Specify the service accounts and collation configuration.
License Terms Service Accounts | Collation @
Global Rules
Microsoft Update Microsoft recommends that you use a separate account for each SOL Server service,
Product Updates Service Account Name Password Startup Type
Install Setup Files SOL Server Database Engine NT Service\MS5QLSSQL... Automatic
Install Rules SQOL Server Browser NT AUTHORITY\LOCAL ... Q
Feature Selection , ]
Feature Rules [] Grant Perform Velume Maintenance Task privilege to SQL Server Database Engine Service
Instance Configuration This privilege enables instant file initialization by avoiding zeroing of data pages. This may lead
Server Configuration to information disclosure by allowing deleted content to be accessed.
Database Engine Configuration Click here for details
Feature Configuration Rules
Installation Progress
Complete
< Back Next > Cancel
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14. Click [ Customize ...]. Change the Database Engine to “SQL_Latinl_General_CP1_CI_AS”. Then Click
[OK].

15. Click [ Next > ] to continue.

5 SQL Server 2016 Setup - m] X

Server Configuration

Specify the service accounts and collation configuration.

License Terms
Global Rules
Microsoft Update

Service Accounts  Cellation

Database Engine:

Product Updates SOL_Latin1_General_CP1_CI_AS

Install Setup Files Latin1-General, case-insensitive, accent-sensitive, kenatype-insensitive, width-
Install Rules insensitive for Unicode Data, SOL Server Sort Order 52 on Code Page 1252 for non-
Feature Selection Unicede Datalc, ctomize the SQL Server 2016 Database Engine Collation

Feature Rules ) _
Select the collation you would like to use:
Instance Configuration

Server Configuration (O Windows collation designator and sort order

Database Engine Configuration S d Albanian

Feature Configuration Rules

Installation Progress

Complete

(® 5L collation, used for backwards compatibility

SQL_Hungarian_CP1250_CI_AS ~
50L_Hungarian_CP1250_C5_AS
SQL_Icelandic_Pref_CP1_CLAS
5QL_Latin1_General_CP1_CLAI

23

Collation description:

Latin1-General, case-insensitive, accent-sensitive, kanatype-insensitive, width-insensitive for Unicode Data, SL Server Sort
Order 52 on Code Page 1252 for non-Unicode Data

Gzl

16. In “Database Engine Configuration”, select “Mixed Mode...” then enter your password for the “sa” account.
17. Click [ Next > ] to start installation.

Database Engine Configuration

Specify Database Engine authentication security mode, administrators, data directories and TempDB settings.

License Terms Server Configuration  Data Directories TempDB  User Instances FILESTREAM

Global Rules
Microsoft Update Specify the authentication mode and administrators for the Database Engine.

Product Updates Authentication Mode
Install Setup Files

() Windows authentication mode

@ Mixed Mode (SQL Server authentication and Windows authent\cat\@

Install Rules

Feature Selection

Feature Rules Specify the password for the SOL Server system administrator (sa) account, ———————————————————

Instance Configuration

Enter password: |“ - |

Server Configuration
Database Engine Configuration

Confirm password: |""""--" |

Feature Configuration Rules Specify SQL Server administrators

Installation Progress.

DESKTOP-S3EQRFM\!

SQL Server administrators
Complete BUILTINYAdministraters (Administrators)

have unrestricted access
to the Database Engine.

Add Current User Remove

< Back Next > Cancel
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18. When installation completed, click [ Close ] to exit.

T SOL Server 2016 Setup

Complete

License Terms

Global Rules

Microsoft Update

Product Updates

Install Setup Files

Install Rules

Feature Selection

Feature Rules

Instance Configuration
Server Configuration
Database Engine Cenfiguration
Feature Configuration Rules
Installation Progress

Complete

Your SOL Server 2016 installation completed successfully with product updates.

- O E

Information about the Setup operation or possible next steps:

Feature Status e
@ 50L Server Replication Succeeded
12 50L Browser Succeeded
12 sOL Writer Succeeded
@ 50L Client Connectivity Succeeded
(¥4 800 liant Cannactiib: SOK Surraadad v
Details:
Product Update:

Product Update has successfully applied KB 3182545 _<http://support microsoft com/%id=
31825455, These updates have set the patch level of the Setup operation to 13.1.4001.0.

Summary log file has been saved to the following location:

Ci\Program Files\Microsoft SCQL Server\130Setup Bootstrap\Legh20171006 165926\Summary DESKTOP-
S3EQRFM 20171006 165926.txt

Close m
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B. Installation of Microsoft® SQL Server® Management Studio

1. Onthe "Installation" page, select “Install SQL Server Management Tools”

T SOL Server Installation Center - m} x

Planning LH MNew SOL Server stand-alone installation or add features to an existing installation
_ Launch a wizard to install SOL Server 2016 in a non-clustered environment or to add
features to an existing 5QL Server 2016 instance.

Maintenance
Install 5QL Server Managemeng Tools
Launch a download page tha@vides a link to install SOL Server Management Studio,

Resources 50L Server command-line utilfres (SOLCMD and BCP), SCL Server PowerShell provider,
SOL Server Profiler and Database Tuning Advisor. An internet connection is required to

Optigns install these tools,
m‘- P . P e o e, " -

Tools

2. Select the first “SQL Server Management Studio” to download

]
X

B Download 5QL Server b X =+ =

“~ = (@) ‘ 8 microsoft.com IO 7}{ |

T

I
Y
&

Available Languages

Filter Release Notes

Previous releases
Download SSMS Feedback
What is SSMS? See Also
> What's New

Download SQL Server SSMS is an integrated environment for managing any SQL infrastructure, from SQL Server to SQL -
PowerShell Module

Database. SSMS provides tools to configure, monitor, and administer instances of SQL. Use SSMS
SQL Server Agent + T. . _—
to deploy, moaitor, and upgrade the data-tier components used by your applications, as well as

F1 Help = build queries and scripts.
Menu Help +
Object Explorer + Use SQL Server Management Studio (SSMS) to query, design, and manage your databases and

. data warehouses, wherever they are - on your local computer, or in the cloud.
Solution Explorer +

Templates + SSMS is free!

Visual Database Tools +
SSMS 17.x is the latest generation of SQL Server Management Studio and provides support for

SQL Server 2017.

Register Servers +

Tutorials +

‘E;tmd“(ti(’" to SSMS for @ Download SQL Server Management Studio 17.2

Customize Menus and

@ Download SQL Server Management Studio 17.2 Upgrade Package (upgrades 17.x to
Shortcut Keys a 9 P9 ge (upg

e e 17.2)
. x
Is this page helpful?
L Download PDF The SSMS 17.x installation does not upgrade or replace SSMS versions 16.x or earlier

installs side by side with previous versions so both versions are available for use. If a

3. Double-click to run the downloaded file
4, Click [ install Jo start the installation
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C. Configuration of SQL Server Express

. . ”
Server Configuration Manager”.
— 2
Sql Server Configuration Manager
File Action View Help
1
CEYEY ;
4 SOL Server Configuration Manager (Lo:t];’ ltems
B SOL Server Services [ saL server Services
% zgt ;ertvar I\Clletw:r1k1 C[)ogﬂg:ratlo: ﬂ SOL Server Network Configuration
= atve Llient TLULonNguration 11 & 501 Native Client 11.0 Configuration
— P

Sgl Server Configuration Manager

File Action View Help

9| #|Bc:=H

.. SQL Mative Client 11.0 Config

3. In the right panel:

= Protocols for SQLEXPRESSL\P, _ §TCR/IP
uration

‘@ S0L Server Configuration Manager (Local) Protocol Name Status
B EQII: ;er\fer ;erwcesk Confi . % Shared Memery Enabled

- _E_ QL Server Network Configuration % Named Pipes Dicabled
Disabled

(1)  right-click “Named Pipes” and then select “Enable”
(2)  right-click “TCIP/IP” and then select “Enable”

Sgl Server Configuration Manager

File Action View Help

ez H

Relocation — Database Relocation

‘@ 50L Server Configuration Manager (Local)

[ SOL Server Services

w _E_ 5L Server Network Configuration
Bl Protocols for SOLEXPRESS

.. S0L MNative Client 11.0 Configuration

Protocol Name Status

Enabled
%~ Mamed Pipes Enabled
\TTCP;IP Enabled

Select { Start > All Programs > Microsoft SQL Server 20xx > SQL Server Configuration Manager } to run “SQL

In the left panel of “SQL Server Configuration Manger”, expand the node of “SQL Server Network
Configuration” and select “Protocols for SQLEXPRESS”
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4.  To allow TCPIP connection:
(1)  right-click “TCP/IP”, then choose “Properties” > “IP Addresses” tab
(2)  under “IPAII” tab, change “TCP Dynamic Ports” to “0”
(3) change “TCP Port” to “1433”
(4) click [ OK] to save the changes

TCP/IP Properties T X
Protocol | IP Addresses
TCP Dynamic Ports o ~
TCP Fort
B ps
Active Yes
Enabled Mo
IP Address 20071:0:5ef5:79fb: 108a: 1357:3F57
TCP Dynamic Ports o
TCP Port
B p7
Active Yes
Enabled Mo
IP Address fed0:108a:1357:3757:d572%4
TCP Dynamic Ports 1]
TCP Port
IPAII
TCP Dynamic Ports 1] )
TCP Port 1433
W
TCFP Port
TCP port
Cancel Apply Help

5. In the left panel, select “SQL Server Services”. In the right panel, right-click “SQL Server Browser” then
select “Restart”.

[& Sql Server Configuration Manager - m} X
File Action View Help
L A=Y 7 JRCROROXC)

@ S0 Server Configuration Manager (Local) Mame State Start Mode Log On As Process ID Service T
g QL Server Services, |4 NT AUTHORITVALO.

J = SOL Server Browsengd

v & ég":r::;ec;:e::f;ma;RES:“”‘ 5 50L Server (SOLE... Start NT Service\MSSCL... SOL Sen|
% SQL Native Client 11.0 Configuration [ 50L Server Agent... ::Pse er (Boot, Syste..  NT AUTHORITVANE.. 0 S0L Age
Resume
Restart b
Properties

Help

6.  Configuration Completed
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D. Configuration of Windows Firewall

1. Select { Start > Control Panel > System and Security > Windows Firewall }

Control Panel Home

System and Security
Network and Internet

Action Center

Review your computer's status and resolve issues | @ Change User Account Control settings
Troubleshoot common computer problems | Restore your computer to an earlier time

Hardware and Sound ‘

Programs

Windows Firewall
Check firewall status | Allow a program through Windows Firewall

User Accounts

Appearance and
Personalization

Clock, Language, and Region

Ease of Access

2.  Click “Advanced settings”

-

System
View amount of RAM and processor speed | Check the Windows Experience Index
# Allow remote access | See the name of this computer Device Manager

Windows Update

Tum automatic updating on or off | Check for updates | View installed updates

Power Options
Require 2 password when the computer wakes | Change what the power buttons do
Change when the computer sleeps

Backup and Restore
Back up your computer | Restore files from backup

Windows Anytime Upgrade
7

Get more features with a new edition of Windows 7

Administrative Tools

Free up disk space | Defragment your hard drive | &) Create and format hard disk partitions

@) View event logs | &) Schedule tasks

%vlﬂ » Control Panel » System and Security » Windows Firewall

Control Panel Home

* Allow a program or feature
through Windows Firewall

%) Change notification settings

'9' Turn Windows Firewall on or
off

# Restore defaults

% Advanced settings

Troubleshoot my network

See also

Action Center

Network and Sharing Center

Help protect your computer with Windows Firewall

Windows Firewall can help prevent hackers or malicious software from gaining access to your computer

through the Internet or a network.

| & These settings are being ged by vendor ication S:

Learn how you can enable Windows Firewall in your computer

. &) Domain networks

. ‘@] Home or work (private) networks

. ‘@‘ Public networks

Connected (¥)
Not Connected (v)

Not Connected (¥)

Relocation — Database Relocation
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4

3. Right-click “Inbound Rules”, select “New Rule..

e

i Windows Firewall with Advanced Security
File Action View Help

e 26 = H
@ Windows Firewall with Advance

Inbound Rules

|&3 Inbound Rules| Group
Outboung Mew Rule...
% Connectig Ik
» B Monitorin Filter by Profile 4
Filter by State v EE
. 35
Filter by Group 4
=55
View v EE
Refresh
Export List...
Help

wyrmezmear | P Client
@Filezilla FTP Client
@FileZilla FTP Client
() FilezZilla FTP Client

4, Select “Port”, click [ Next ]

r = ™
ﬂ MNew Inbound Rule Wizard — -— - g

Rule Type
Select the type of firewall rule to create.

Steps:
@ Fuie Type What type of rule would you like to create?

@ Protocol and Ports

@ Action ) Program
@ Profile Rule that controls connections for a program.
@ MName @ Port

Rule that controls connections for a TCP or UDP paort.

) Predefined:
BranchCache - Content Retrieval (Uses HTTF)
Rule that controls connections for a Windows experience.
() Custom
Custom rule.

Leam more about rule types

< Back Ned> | [ Cancel
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5.  Select “TCP” and “Specific local ports”, and then enter the port number: 1433. Click [ Next >]

ﬂ New Inbound Rule Wizard

et

o — —
Protocol and Ports
Specify the protocals and ports to which this rule applies.
Steps:
@ FRue Type Does this rule apply to TCP or UDP?
@ Protocol and Ports
@ Action
@ Profile
@ Name Does this rule apply to all local ports or speciic local ports 7
) All local ports I
ID Specific local ports: 1433
mple:
i
Leam more about protocol and ports
<Back || Ned> | [ Cancel
. — —
“ . ” .
6. Select “Allow the connection”, click [ Next > ]
F ™
@ New Inbound Rule Wizard ~— - ﬂ

Action

Steps:
Rule Type

[

@ Protocol and Ports
@ Action

@ Profile

L

Name

Specify the action to be taken when a connection matches the conditions specified in the rule.

What action should be taken when a connection matches the specfied condtions?

@ Allow the connection
This includes connections that are protected with |Psec as well as those are not.

() Allow the connection if it is secure
This includes only connections that have been authenticated by using [Psec. Connections

will be secured using the settings in IPsec properties and rules in the Connection Security
Rule node.

Leam more about actions

<Back |[ Ned> |[ Cancel

Relocation — Database Relocation
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7.  Apply all the rules. Click [ Next > ]

- =
ﬂ MNew Inbound Rule Wizard ——

Profile
Specify the profiles for which this rule applies.

Steps:

FRule Type When does this rule apply?

Protocol and Ports

Action Domain

Profile Applies when a computer is connected to ts corporate domain.

& & & & @

MName Private
Applies when a computer is connected to a private network location

Public
Applies when a computer is connected to a public network location.

Leam mare about profiles

<Back [ MNex>

J [

Cancel

8. Enter the rule name: “SQL Service 1433”, and click [ Finish ].

e .

Name

Specify the name and description of this rule.

Steps:
Rule Type
Protocol and Ports

Frofile AETE

@
]
@ Action
[}

S0L Service 1433
@ MName

Description {optional):

<Back || Finish

J

Cancel

Relocation — Database Relocation
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9.

10.

Repeat Steps 3 & 4 to add another new rule.

Select the type of firewall rule to create

Steps:
@ Rue Type Wit type of e would you ke to erezte?
@ Protocol and Ports
@ Action ®
o Profile Rule that cortrols connections for 2 program
@ Name © Port
R that cortrols connections for a TCP or UDP port.

) Predefined:
BranchCache - Content Retrieval (Uses HTTP)
Ruie that cortrols connections for a Windows experience
) Custom
Custom e

Leam more about le types

i Windows Firewall with Advanced Security
File Action View Help
bl A
@ Windows Firewall with Advance L et LT
&2 Inbound Rules|
4 Outboun New Rule...
M Connecti
» %, Monitorin Filter by Profile »
Filter by State v EE
Filter by Group »y BB
EiE
View [ =+
Refresh
Export List...
Help
wyrmeemer 1P Client
@ Filezilla FTP Client
(@ Filezilla FTP Client
() Filezilla FTP Client
[ J— .y
~r~ e
E
@ New Inbound Rule Wizard -— e
Rule Type

Select “UDP” and “Specific local ports”, and the enter the port number: 1434

-
@ New Inbound Rule Wizard —

—

Protocol and Ports
Specify the protocals and ports to which this rule applies.

Steps:
Fule Typs Does this rule apply to TCP or UDP?
Protocol and Ports

-

o TCP
@ Action

L ]

-

Profile

Name

) All local ports

Does this rule apply to all local ports or specific local ports?

Leam more about protocol and ports

Specific local ports: 1434| I
Example: 81, 3

J[hat> ]

Cancel

Relocation — Database Relocation
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11.

12.

Repeat Steps 6 & 7 to apply all rules

-
@ New Inbound Rule Wizard -

Action
Specify the action to be taken when a connection matches the conditions specfied in the rule

Steps:
o Rk Tipe What action shouid be taken when a cornection matches the specied condiions?
@ Protocol and Ports -

© Allow the connection
L SEE This includes connections that are protected with IPsec as wel asthose are nat
o Prois -

*) Allow the connection if it is secure
@ MName

This includes orly Gonnections that have been autherticated by using [Psec. Comnections
will be secured using the seftings in IPssc properties and rules in the Connection Securty
Rule node

() Block the connection

Leam more sbout actions

<Back |[ Nea> | [ Cancel

@ New Inbound Rule Wizard

Profile
Specify the profiles for which this rule applies.

Steps:
& Rulke Type When does this e apply?
@ Protocol and Ports
@ Action Domain
@ Profile Applies when @ computer is connected to its corporate domain.
@ Name Private

Applies when @ computer is connected to a private network location.

[7] Public
Applies when @ computer is connected to a public netwaork location.

Leam more about profiles

<Back || Net> |[ Cancal

Enter the rule name: SQL Service 1434. Click [ Finish ]

-
@ New Inbound Rule Wizard — S —_—

Name

Specify the name and description of this nle

Steps:
Rule Type
Protocol and Ports

Profile ey

)
@
@ Action
@
= SQL Service 1434]

Name

Description {optional):

<Back ][ Finish

]

Cancel

Relocation — Database Relocation
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E.

Restoration of CSA Expert Data

1. Run “Microsoft SQL Server Management Studio”

2. Right-click { Databases > R

estore File and Filegroups... }

4o Microsoft SQL Server Management Studio
File Edit View Debug Tools Window Help

P B @ A NewQuey [y rBih D & 2 B9

Object Explorer

Connect~ % 4 m 7 [Z] .5

> I x

= [ PLSTAFF-PC\SQLEXPRESS (SQL Server11.0.21

=20
B3 Sys New Database...
3 Securit Attach..
S
= erv.er Restore Database...
3 Replicg
3 Manag Restore Files and Filegroups...

Deploy Data-tier Application...
Import Data-tier Application...

Start PowerShell

Reports

Refresh

3. Select “From device:”, then locate the backup file. and check the box of your database under “Restore”
4, Enter the name of your database in “To database”

== Restore Files and Filegroups -

CSA_Expert_1

Selecta page
4 General
12 Options

‘Connection

Server:
BEATRICE-WIN10\SGLEXPRES!

Connection:
PLSOFTCOM \beatrice

HY View connection properties

Progress
Ready

Q To database:

@I (@) From device:

55 saipt + [ Help

Destination to restore

Select or type name of new or existing database for your restore operation

CSA_Expert_1

Source for restore

Specify the sources and location of backup sets to restore

(C) From database: CSA_Expert_1

H:'db_backup bak

Select the backup sets to restare:

Rest... MName File Type

@ CSA_Expertj-FuH Dat..

Type
Full

File Ll

Cancel

Relocation — Database Relocation

Page 16 of 20



5.  Onthe “Options” page, check box “Overwrite the existing database (WITH REPLACE)”, and then click [ OK ]
to start database restoration.

= Restore Files and Filegroups - CSA_Expert 1

Selectapage
A General

‘Connection

Server:
PLSTAFF-PC\SQLEXPRESS

Connection
PLSOFTCOM leomok

&Y View connection propertiss

Progress
Ready

S Script u Help

Restore options

| Owenwrite the existing database (WITH REPLACE)

|| Prompt before restoring each backup
[T] Restrict access to the restored database (WITH RESTRICTED_USER)

Restore database files as:

(Original File Mame File Type Restore As

CSA_BExpert_1 Rows Data C:\Program Files Microsoft 5. E]

CSA_Bxpert_1_log Log C:\Program Files\Microsoft 5 E]
Recovery state

(@ Leavethe database ready for use by roling back the uncommitted transactions. Addtional
= transaction logs cannet be restored. (RESTORE WITH RECOVERY)

(= Leavethe database non-operational and dont roll back the uncommitted transactions.

" Addtional transaction logs can be restored. (RESTORE WITH NONRECOVERY)

Leave the database in read-only mode. Roll back the uncommitted transactions but save the
() rollback operation in a file so the recovery effects can be undone. (RECOVERY WITH
STANDEY)

c:\Program Files'Microsoft SQL Server\MSSC]

The Full-Text Upgrade Option server property controls whether fulltext indexes are
imported, rebuilt, or reset.

6. After restored the database, select { CSA_Expert_1 > Security > User }

7. Right-click “CSA_Admin”,

click “Delete”.

"z Microsoft SQL Server Management Studio
File Edit View Debug Tools Window Help

P - S B L NewQuey [ BRG] & 2

Object Explorer
Connect~ 3 3 m T (2] .5

- 1 x

= [ Databases
3 System Databases
2 [ CSA Expert 1
[ Database Diagrams
[ Tables
3 Views
(3 Synenyms
[ Programmability
[ Service Broker
(3 Storage
= 3 Security
= [ Users
AR
& dbo
| £, guest
|, INFORMAT,
L&, PLSOFTCOI
I8, sys
[ Roles
[ Schermas
[ Asymmetric Ke
[ Certificates
3 Symmetric Key
3 Security
[ Server Objects
[ Replication
3 Management

Relocation — Database Relocation

£ [ PLSTAFF-PC\SQLEXPRESS (SQL Server 110 «

New User...

Script User as

Policies

Facets
Start PowerShell
Reports
Rename
Delete
Refresh
Properties
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8. Back to the “Object Explorer”:

EINS A | @|_£_Newﬁuery Ly by @

el

Tools Window Help

> I X

2]

Filter 3

Reports 3

MNew Login... Ik

Start PowerShell

Refresh

(1) expand the node “Security”
(2)  right-click “Logins”
(3) click “New Login...”
File Edit View Debug
Object Explorer
Connect~ & 3d m “F
= [} OVM-W7P\SOLEXPRESS (SOL Server 11
[ Databases
= 3 Security
=] Logins)
1 Server
1 Creder
3 Server Obj
3 Replicatio
[ Managem
9. Enter the followings:
(1) Login name: CSA_Admin
(2) select “SQL Server authentication”
(3) enter and confirm password: Pnl#25213110
(4)  uncheck the box “Enforce password policy”
* It will be changed when you run CSA System Manager later. (Section E)
(5) click[OK]
|j Legin - New
i::‘(’a'f:n"em"';’g’ B seipt v 4 Help

%4 Server Roles
_’@i User Mapping
|27 Securables
& Status

Connection

Server:
127.0.0. 1"sglexpress

Connection:

Progress
Ready

PLSOFTCOMeomok

Login name:

(Z)_Windows authertication

@ SGL Server authentication

Password:

() Mapped to certficate

() Mapped to asymmetric k

] Map to Credential
Mapped Credentials

3 View connection properties

Default database:

Default language:

[F=N|EoN 3
Search...
ey
Credential Provider
[master v]
[ <default> -
[ ok ][ concel
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10. Back to “Login Properties” of CSA_Admin:

(1) select “User Mapping”

(2)  under “Users mapped to this login”, check the box “CSA_Expert_1"

(3) under “Database role membership for: CSA_Expert_1”, check the box “db_owner”

(4) click [OK]

Selecta page

2 Ge

neral

Conneclion

Connection:
ovm-w 7p"\Elvis

Progress
Ready

Server:
OVM-W7P\SQLEXPRESS

Qj View connection properties

|j Legin Properties - CSA_Admin —

55 Seipt = [ Help

Users mapped to this login:

CSA_Bxpert_1

=

User D
CSA_Admin

master

model
msdb
tempdb

|
|
|

Database role membership for: CSA_Expert_1

db_accessadmin
db_backupoperator
db_datareader
db_datawriter
db_ddladmin
db_derydatareader
db_denydata 3
db_owner

q

dmin

RIOQEMOOCOOE

puglic:

Cancel

11. “CSA_Admin” is created under “Logins”.

Configuration completes.

12. Exit “Microsoft SQL Server Management Studio”
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>

42 Microsoft SOL Server Management Studio
File Edit View Debug Tools Window Help

P51~ - (5 e @ | oL NewQuery [y o 00 5 | 4 53 LS

Object Explorer
Connect~ 3 J m 7 [2] \§

> I X

5 [y OVM-W7P\SQLEXPRESS (SOL Server 11
[ Databases
= [ Security
= [ Legins
&, #2M5_PolicyEventProcessing
8, ##MS_PolicyTsqlExecutionL)
| BUILTIN\Users
A
A NT AUTHORITY\SYSTEM
A NT Service\MSSQLSSQLEXPH
A NT SERVICE\SOLWriter
A NT SERVICE\winmgmt
& ovm-w7p\Administrator
A OVM-WTP\Elvis
A s
3 Server Roles
14 Credentials
3 Server Objects
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E. Modification of CSA Settings

Configuration File:

1.  Edit the CSA Expert Setting file “F:\PNL\CSAExp\Settings\CSAExp.ini” and modify the database setting of the
new SQL Server location

Example:
[DATA]
DATA1=CSA Expert Data
[DATA1]
SERVER=192.168.0.1\SQLEXxpress
DATABASENAME=CSA_Expert_1

2. Save the file

CSA System Manager

1. Run CSA System Manager at “F:\PNL\CSAExp\CSAExpMan.exe”.
2. Ignore the following error message (Error Code: 18456)

encounters a problem in aces:

3. Ensure there is tick beside the “CSA Expert Data” which means your database is ready.
4.  Close the System Manager

CSA Systern Manager (Updated @ July, 2017) ( Administrator ) @
System Database
Hardlock, Program Folder
Click [\*alidate] to verifity the Hardlock conection status. - FAPNLACSAERPY

Document Fomat File Folder

Systern:  FAPNLMCSAEXPNSYWSFMTY

Install Hardlock Driver Validate
Custom FAPHLACSAERPACUSFMTY
Databaze Image : FAPHLACSAESPYMGEMT
@CSA E=pert Data
T MS550L
192.168.0.1\50LEXPRESS
C54_Expert_1 Resource File and Folder
C:ADBBack
e EORLNDMM DLL 19/03/2015
CHICHR.DLL 14062016
| New ” Edit ” Remove | | Export H Connect ‘ CSAPNT.DLL 13/08/2M8
ERADBS.DLL 08/08/2017
« Connectble & Unable to connect MIDAS.DLL 13/03/2015

5. Restoration of CSA database completed.
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